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Scope and Goals

• Increase visibility in security communities

- More cross collaboration between RIPE and security 

communities

- More awareness about RIPE and the RIPE NCC


• Understanding interests and concerns of security 
communities better


- Governments, researchers, “hackers”, CSIRTs, operators ..


• Lead by example

- Provide information about security topics (e.g. RIPE Labs)

- Make sure we follow security best practices
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Activities (1)

• Attending various security related events

- Mostly focused on technical/operational aspects of 

security


• Dutch National Cyber Security Center Conference


• Security and Hackers conferences (OHM, HITB, 
BlackHat, CCC)


• IPv6 Security Summit (Troopers)


• Balkan Computer Congres (BalCCON)


• MAAWG


• …


• Attracting presenters (SEE, RIPE Meetings)
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Activities (2)

• More security related info on www.ripe.net

- Easier navigation to security items on RIPE Labs and www


• RIPE NCC Responsible Disclosure Policy

• Internal RIPE NCC Security Focus Group

!

• Member of TERENA CSIRT Task Force

- Operational benefits

- Covers the RIPE NCC service region

- Collaborating to improve abuse contact data

4



RIPE 69 - Anti-Abuse WG - November 2014

Law Enforcement Engagement

• We are all after the same objective: make this world 
a better place


• Increase efficiency on both sides

- Explain what RIPE and RIPE NCC can and cannot do

- Explain how to use our tools and dataset to retrieve 

information yourself


• Capacity Building

- Planning to develop online training materials

- Discussing more training, also outside EU region


• Continue the dialogue on emerging issues
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